
Ensuring District-wide Student Data 
Privacy Compliance in California
School districts in California are required to comply with a number of student data privacy regulations 
around the use of edtech. The requirements are intended to ensure that student data is protected and use is 
restricted to educational purposes.

In order to meet these requirements, districts need a system of record that:

+   Helps teachers understand which tools are approved.

+   Provides privacy recommendations and guidance.

+   Inventories tools that are collecting student data.

+   Allows for contract management.

+   Provides a location for families to view contracts and solution providers.

Review SOPIPA data privacy regulations here.

Provide direct access to data privacy agreements on file with the 
Student Data Privacy Consortium within California.

Communicate what’s safe and approved for use across the district 
or at the school level.

Standardize how products are requested, reviewed and approved.

Share information on edtech use with families and other stakeholders.

Empower more informed decision making by aggregating privacy insights 
from trusted third parties.

Give teachers information and confidence to select safe tools for 
their classrooms.

Manage provider contracts from a single system.

Build privacy compliance into edtech review and procurement processes.

Your Student Data Privacy Checklist
Reaching SOPIPA compliance with LearnPlatform and a data privacy agreement
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“LearnPlatform has helped us better organize our edtech tools. 

We've also been able to quickly determine which tools are compliant with 

data privacy laws with the SDPC database integration.”

– EdTech Team, Oak Grove School District

Visit

https://fpf.org/wp-content/uploads/2016/11/SOPIPA-Guide_Nov-4-2016.pdf

